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Basic Information

Organization

• scni@hndss.cit.tum.de (only use this mail address!)
• Dr.-Ing. Stephan Günther

Overview

• Language: English
• Paper and reviews are to be written in English
• Talk may be in German or English

• Extent: 2 SWS, (5 ECTS)
• 5 ECTS · 30 h · 0.75 = 112.5 h of work expected from you

• Course Type:
• For B. Sc. Students: Advanced Seminar Course (Seminar)
• For M. Sc. Students: Master’s Seminar (Master-Seminar)
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Seminar Procedure

First version of your paper
• Agree on the content with your advisor

! Keep in touch with your advisor

• Use the provided paper template (LATEX)
• Finish a preliminary version time so your advisor can give you feedback
• Your paper must be 4 pages of content in IEEE 2-column style (this excludes references)

Present your topic
• Choose one of {German, English}
• 15 min to 20 min talk + 5 min discussion

Peer review
• Review two papers of other participants
• Review language is English

Final version of your paper
• Use the received reviews to improve your paper

• You may additionally request feedback from the advisor
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Learning Goals of the Seminar

1. Scientific research on individual topic
• Supported by your advisor, survey literature for your topic
• Use digital (and even analog) libraries to research a given topic
• Learn to find relevant literature based on a few starting points

2. Write a scientific paper
• Learn to write a paper in LATEX using the given template
• Focus your research around writing the paper
• Summarize a given topic while maintaining a good structure

3. Prepare a scientific talk
• Prepare your slides using beamerlatex

• Manage to fit the main aspects of a topic into a given time frame

4. The peer review process
• Like in real conferences we do a peer review among all participants
• Exercise yourself on giving constructive feedback
• Critique others, giving hints on how to improve
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Schedule

Dates

Topic presentation 24.10. 17:00:00

Send topic preferences Until 01.11. 23:59:59

Pick up literature from advisor (by mail if needed) Until 12.11.

Two advisor meetings suggested
1.) Discuss literature
2.) Discuss structure and draft

In time before 1st deadline

Final slides discussion with advisor
(slides must be presentable)

Until 1 week before your talk

Upload paper, 1st version 17.12. 23:59:59

Talks tba

Upload reviews tba

Upload paper, 2nd version tba

In red: hard deadlines or mandatory events
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Grading

1. Your paper submissions (50 %)
• 1st version: 37.5 %
• 2nd version: 12.5 %

2. Your talk, 15 – 20 min (excluding discussion and feedback) (25 %)

3. Your two reviews of assigned other submissions (25 %)

2nd version

12.5%

1st version

37.5%

Talk

25%

Reviews

25%
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Grading
Influencing Factors

• First version of paper must be acceptable
• Grade worse than 4.0 ⇒ disqualification (seminar graded as 5.0)
• Less than 3.5 pages text in the seminar template ⇒ disqualification

(length of text ∈ [3.5, 4.25] pages)

• Observe the (hard) deadlines
• Advisor meetings are compulsory
• You are provided with git repositories to check in your work and submissions

• No submission
• 1st version of paper ⇒ disqualification (seminar graded as 5.0)
• Other submissions ⇒ grade 5.0 for the concerning part

• Write the paper yourself
• Plagiarism ⇒ disqualification

! Attempted cheating will be reported to the examination office

• Summary when and why to cite: https://mediatum.ub.tum.de/1225458 (citation guide)

• Absence during talks without valid excuse
• 0.3 degrading per missed talk on your presentation grade
• Talk graded worse than 4.0 ⇒ disqualification (seminar graded as 5.0)
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The Advisor’s Role

• Advisors hand out topics within their research area
They have broad knowledge about the context of your seminar topic
Use them as a source for hints regarding starting points

• Your task is to autonomously research a given topic and produce a paper
Your advisor is not responsible for any of your tasks
You may ask them for input, but they will not do any of the work

• Adhering to the deadlines is your responsibility
Your advisor will not remind you

• Your advisor can give you feedback
Ask for feedback about your first paper version, the peer reviews, your slides for the talk, etc
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Talk Procedure

• Prepare your talk
Finished slides shall be discussed with your advisor 1 week before the talk
Advisors may offer the opportunity of rehearsal talks

• Present your research
Present the main results & give an interesting talk

• Session chair for one talk
Introduce the speaker and keep track of the time constraints
Get the discussion started after the talk

• Mandatory attendance in all sessions
If you cannot attend for a good reason, contact scni@hndss.cit.tum.de in advance

! Attending the talks is mandatory for passing the course
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Topic Handling

• You get some literature or hints where to start from your advisor
• This is just to get you started
• Find appropriate (scientific) sources yourself

• scholar.google.com

• scopus.com

• acm.org

• ieee.org

• semanticscholar.org

• Your sources’ sources

• . . .

TUM provides access to non-free papers via eaccess.ub.tum.de. Additionally, most publishers
have an institutional login in which TUM participates.
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Infrastructure
LRZ Gitlab

You will use the LRZ Gitlab to make your sub-
missions. Everything has to be committed and
pushed before the deadlines.

• Continuously commit your changes:
1. git add <your file>

2. git commit

3. git push

! Do not commit any built files (e. g. use .gitignore)

! Do not commit files like final_version.pdf

! Do not duplicate directories (e. g. for the second version) → Git keeps track of the versions

! Always stick to the given directory structure!
• We setup a Gitlab CI to automatically compile your LATEX code

! We use the last commit before the relevant deadline as your submission
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Infrastructure
How to get access?

• To set up a repository and the according permissions, we have to connect your matricula-
tion number to your LRZ ID

• For this we have a web service:

https://scni.net.in.tum.de/2024ws

• The website will ask you to login both into TUMonline and Gitlab
• Once successful, you are granted access to the required git repositories
• If something persistently fails, let us know so that we can help you
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Infrastructure
Repositories

All repositories are contained within the following Gitlab group:

tuinh09/teaching/scni

You will receive access to two repositories:

1. Material repository
• Contains slides and templates

2. Working repository
• Everything related to your paper and presentation
• Only you have access
! Keep the repository clean!
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Infrastructure
Repository Structure

your_repository

paper

paper.tex

. . .

talk

slides.tex

. . .

resources

literature.pdf

. . .

topic_preferences.txt

Directory structure of your repository

• Follow this structure, otherwise
⇒ we cannot build your source files
⇒ we cannot collect your submissions

• You shall not push any other directories
• Use the provides templates, including Makefiles
• Make sure that your LATEX code compiles
• You are only allowed to push to the main branch

directory

/paper source files of your paper
/talk source files of your slides
/resources literature and any other material
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Infrastructure

Files you add to your repository Files we do not want to find in your repo

• .gitignore in the paper and talk direc-
tory. Use git add -f to add hidden files.

• .tex, .txt, .png, .jpg files which are
either text-based or do not change (e.g.
imported images)

• your literature as .pdf

• all files required to build your pa-
per / slides

• the compiled versions of your paper and
slides: paper.pdf slides.pdf

• anything within a build directory
• temporary files like .swp, .pyc,

.synctex.gz, .aux, .bbl, .blg, .log,

. . .
• .pdf files from your stand-alone figures
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Infrastructure

Gitlab CI

• We setup an automatic build service for your LATEX code
This gives you feedback, if your code compiles

• Make sure that each of your final submissions compiles!

Stages

1. Verify directory structure
This stage checks the directory structure in your repository and fails when there are any
violations. Have a look at the output to identify what is wrong.

2. Build paper and slides
This stage simply calls the Makefile for the paper and slides directory and uploads the
resulting PDFs as artifacts.
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Infrastructure
Gitlab CI Output

Here you can find a
list of all pipelines and
jobs. Here you find the log output of the exe-

cuted job. In case of a failure, you can
start here searching for the error.

Here you can download the
job artifacts, i.e. the com-
piled PDFs.
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Plagiarism

Plagiarism is the act of taking the writing of another person and passing them off as one’s own.1

! Correctly cite any resources to avoid plagiarism

! Avoid verbose citations entirely. If necessary, use correct direct quotation with proper citing

! Copying from blog posts, videos, or other sources is plagiarizing

! Consequences will be the exclusion from the seminar and a grading with 5,0U

information in the network to forward packets through the
appropriate path. These protocols also require topological
information from the communicating UAVs in order to
establish and maintain the optimal path. The protocols are
categorized as Proactive Routing, Reactive Routing, and
Hybrid Routing.

3.1.1. The Destination-Sequenced Distance Vector
(DSDV) and Optimized Link State Routing (OLSR)
protocols. These two protocols are the most important
representative protocols of proactive routing. As Omar
Sami Oubbatia et al. in [4] define, each UAV in the net-
work has its own routing table which is updated frequently
and shared with other nodes. The routing table contains all
the information needed to send a package from one node
to another. The main advantage of these types of protocols
is their low delay in sending messages, due to the fact
that the path is known beforehand. On the other hand, if
there are many nodes in the network, the frequent and
periodic updating of the routing tables consumes band-
width and energy. Another disadvantage is that having
to update the routing tables of all nodes in the network,
these protocols react slowly to changes in topology [4].
Because of these disadvantages, these protocols are neither
used in FANETs with a large number of high mobility
UAVs, nor in networks where energy consumption must
be low. In [5], Antonio Guillen-Perez et al. state that the
difference between DSDV and OLSR is their approach.
OLSR uses the cost of the link between each node to
evaluate the optimal route. Each node evaluates the cost
for transmiting packages to the neighbours. This cost can
be distance, delay, bandwidth etc. Once all the costs are set
than OLSR uses the Dijkstra’s shortest path algorithm to
calculate the shortest route between the two comunicating
nodes [5]. Another problem that can occur in this type
of networks are loops. There is a solution for this in
the DSDV protocol. DSDV is a protocol based on the
Bellman-Ford algorithm. It adds a sequence number to
vector-distance routing, to avoid loops and determine their
clarity [5].

3.1.2. Better Approach to Mobile Ad-hoc Networking
(B.A.T.M.A.N) protocol. B.A.T.M.A.N is a proactive
routing protocol for Ad-hoc networks. As a proacive rout-
ing protocol BATMAN uses table routing to communicate
with other UAVs in the network. As Benjamin Sliwa et
al. state in [6], the difference between OLSR, DSDV and
BATMAN is that BATMAN follows a slightly decentral-
izing approach. Instead of being up-to-date with all the
adresses of the nodes in the network, BATMAN requires
only information about the suitability of the direct neigh-
bours of the current node who is about to send a package.
The network in between is considered a black box. In [7],
Simon Wunderlich et al. state that this algorithm cares
only about learning the best next-hop for each destination
node, which makes this type of algorithm better than the
aforementioned ones (DSDV, OLSR). In BATMAN there
is no need to calculate the complete route from start node
to destination node. This makes it highly faster and more
efficient than DSDV and OLSR.

3.1.3. Ad-Hoc On-Demand Distance Vector (AODV).
AODV is a reactive routing protocol. It is an improve-

ment version of Dynamic Source Routing protocol (DSR)
whose basic idea is updating the routing tables only in
between the nodes who are taking part in the packet
exchange. As Muhammad Khan et al. specify in [8],
the new update is that this protocol basically assigns
dedicated time slots to packet transmissions in order to
avoid network congestion and improve the packet delivery
ratio. Routing with the AODV protocol includes three
phases: (i) route discovery; (ii) packet transmitting; and
(iii) route maintaining. Whenever a source UAV wishes
to send a packet, it first initiates a route discovery phase
to locate the position of the intended UAVs. In the packet
transmitting phase, it forwards packets over a determined
path without routing loops. A route maintenance phase
takes place to restore link failure issues. It uses a sequence
number to find an updated routing path towards the desti-
nation UAV [8]. Even though this protocol is efficient in
terms of bandwidth, due to the repetitive movement of the
nodes and the need to find new routes constantly, reactive
path finding can be exhaustive. This is the reason that
this protocol is not suitable for highly dynamic FANET
networks.

3.1.4. Reactive-Greedy-Reactive protocol (RGR). Shi-
rani et al. proposed Reactive-Greedy-Reactive protocol
(RGR) [9] which is a reactive routing algorithm based
on the aforementioned AODV on-demand algorithm and
a classical hopping technique called Greedy Geographic
Forwarding (GGF). RGR is mainly a reactive algorithm,
but it also makes use of the geographical position of the
nodes, which is a property of position based protocols. It
also uses a Routing Request (RREQ), Request Response
(RREP) technique to connect to the final node. For ex-
ample, if the start node has a package to send, it floods
RREQs throughout the network. Using the on demand
routing technique inhereted from AODV, the request reach
the destination UAV. As soon as the start UAV recieves
a RREP from the destination UAV, the sending of the
package occurs. In [4], a new interesting innovation that
this algorithm brings, is a new recovery strategy is men-
tioned. An intermediate node may detect a disconnection
with the next forwarding node due to high mobility, which
indicates the failure of the discovered path. In this case,
RGR switches to GGF mode and forwards the packets
to the closest neighbor UAV until the destination UAV
is reached. If GGF fails to transmit the next forwarding
UAV, the packet will be dropped. In parallel, a Route Error
(RERR) will be sent to the previous node until reaching
the source node. If the source UAV has more data packets
to transmit, it initiates a new path discovery so as to create
a new reactive path to the target destination. In [4] are also
mentioned some advantages and drawbacks of using this
routing protocol:

• Advantages of RGR: The GGF component uses
the RREQ/RREP architecture of AODV as its lo-
cation service mechanism in order to complement
each other and to enhance the delivery ratio and
end-to-end delay of the network.

• Weaknesses of RGR : The geographical locations
of the next hops are not updated regularly and in
short periodicity. In addition, the overhead is still
relatively high due to the excessive use of control
packets during the discovery process.
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In the second category, the senders transmit data packets to the closest neighbors to the target desti-

nation, but in the case when there is only the forwarder itself and no neighbor exists, the data delivery

will be failed and a recovery strategy have to take place. Consequently, many proposed routing protocols in

FANETs tend to handle these failures by different methods which will be shown in the following subsections.350

4.3.1.1 Reactive-based routing protocols

The reactive technique is the most used technique in FANET routing protocols. Indeed, when there is no

route to the target destination, the source node needs to establish an on-demand path in order to start a

communication with the target destination. Many reactive routing protocols are proposed for FANETs.

1. Reactive-Greedy-Reactive protocol (RGR) [81]355

Shirani et al. proposed Reactive-Greedy-Reactive protocol (RGR) [81], which is a reactive routing

protocol based on the combination of a topology-based routing protocol to create on-demand paths

using the well-known reactive protocol AODV (Ad hoc On-demand Distance Vector) [24], and a classic

delivery technique based essentially on the Greedy Geographic Forwarding (GGF) [81]. Despite the

topological nature of RGR protocol that has been observed, the geographical positions are always360

exploited both in the data delivery to get the destination’s location and in the case of disconnections

between the nodes to select the next forwarders. Consequently, RGR can be considered as a reactive

routing protocol, which must use the geographical positions during the recovery strategy.

In the example of Figure 6(a), when a source UAV S has a data packet to send to a destination UAV365

D, it initiates a path discovery process (same as AODV ) in order to find a connected path to reach

the target destination by flooding Route Request (RREQ) over the network. As soon as the Route

Reply (RREP) is received by the source from the destination UAV, it starts the data delivery.

The novelty in RGR is that the geographic position of the destination UAV D is cached in the routing370

table (maintained periodically based on Hello packets) of each intermediate UAV traversed by the

RREP packet when it is sent back to the source. As a recovery strategy, an intermediate node may

detect a disconnection with the next forwarding node due to high mobility (see Figure 6(b)), which

signifies the failure of the discovered path. In this case, RGR switches to GGF mode and forwards

the packets to the closest neighbor UAV to UAV D until reaching it. If GGF fails to find the next375

forwarding UAV, the packet will be dropped. In parallel, a Route Error (RERR) will be sent to the

previous node until reaching the source node. If the source node has more data packets to transmit,

it initiates a new path discovery so as to create a new reactive path to the target destination.

18
Related literature
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Plagiarism
GPT

• Even if GPT’s output is not someone else’s work, it is not yours either
• Even worse, there is no guarantee that the output of GPT is correct as regards content
• We also apply tools to detect GPT produced text

Caution!
We have a zero tolerance policy regarding academic misconduct!
If we find out (and we will) it will be reported as 5,0U!
Do not risk your entire studies!
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Frequently Asked Questions

• I have never worked with LATEX, can I write the paper with Word?
No, we expect you to accquire basic LATEX skills within the seminar to finish both the paper
and the presentaion slides.

• Can I use Git and Makefile on Windows?
We recommend to use a Linux System (or Mac), but Windows 10/11 WSL will do

• How can I check if all files are uploaded correctly?
Freshly clone your repository into an empty directory and check if all files are there.

• Help, my LATEX code does not compile anymore and I have no idea what the log output
wants to tell me.
Try to comment out scope by scope to localize the source of the error. Additionally, consult
the git history (man git-diff)
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In general, write emails only to
scni@hndss.cit.tum.de
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(1) Media Access Control – CSMA/CD in Today’s Ethernet

• Introduction of CSMA
• Historic overview / maybe comparison to Token Passing / 5-4-3 rule
• Switching and micro segmentation in today’s Ethernets

(2) Media Access Control – CSMA/CA in Wireless Networks

• Differences between CSMA/CA and CD
• Distributed Coordination Function
• Acknowledgements and Hidden Station Problem
• Point Coordination Function and relaxation of basic media access strategies

S. Günther — Seminar: SCNI 22



(3) Switching and redundancy on layer 2

• How switches work
• Spanning Tree Protocol
• Fail-over and loop detection
• Learning phases of switches / port states

(4) Interior Gateway Protocols

• Distance Vector vs. Link State Routing Protocols
• Algorithms of Bellman Ford and Djikstra
• A detailed view on RIP

• Count to infinity
• Convergence time
• Solutions such as triggered updates, poison reverse etc.
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(5) Policy based Routing

• Introduction to Autonomous Systems
• Border Gateway Procol
• Fundamental differences to IGPs
• Attacks on BGP, political influences

(6) Moving from IPv4 to IPv6

• Basics of IPv4 and IPv6 from a high level view
• Subnetting
• Address shortage regarding IPv4
• Multicast in IPv6, ICMPv6
• Mapping of MAC addresses / privacy
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(7) Networks with different purposes: Storage

• Difference between regular networks and SAN
• Fibre Channel (FC), Fibre Channel Protocol (FCP), FCoE
• (Responsibilities of) typcial FC stack layers vs OSI layers
• Network Topologies (SAN vs Internet), Redundancy
• Problems different from and in common with the Internet

(8) TCP – Variants and Implementations-specific Differences

• Brief introduction to Transport Layer Protocols
• Flow control and congestion avoidance
• Usage of capacity
• Overview of different implementations, e.g. Rheno, Cubic, BBR etc.
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(9) QUIC – Shortcomings and Improvements over TCP

• Yet another Transport Layer Protocol?
• Brief introduction to UDP
• What makes QUIC an Application Layer Protocol?
• Advantages and disadvantages compared to real Transport Layer Protocols
• Future of QUIC

(10) Content Delivery Networks

• CDN: bringing the content closer to the user
• Why is the distance to the user relevant
• How is the best server chosen?
• Examples and architectures of different CDN
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(11) Domain Name System – The Largest Distributed System in the World

• Resolvers and Naming Servers
• Recursive vs. iterative name resolution
• Resource records and zone files
• Delegation, glue records
• Caching
• Privacy considerations
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Thanks for your time. See you soon.
Contact: scni@hndss.cit.tum.de

S. Günther — Seminar: SCNI 28

mailto:scni@hndss.cit.tum.de

	Basic Information
	Seminar Procedure
	Learning Goals of the Seminar
	Schedule
	Grading
	The Advisor's Role
	Talk Procedure
	Topic Handling
	Infrastructure
	Plagiarism
	Frequently Asked Questions
	
	

